ANNEX I
Change Management Process – Workflow Diagram


ANNEX II
Request for Change – Reporting Template


REQUEST FOR CHANGE – CEREMP
NRA Name: Choose an item.
Date: Click here to enter a date.
User Name: Click here to enter text.
User Email: Click here to enter text.
User Telephone: Click here to enter text.
Change Priority: Choose an item.
Change Type: Choose an item.
Request Description: Click here to enter text.




Request Justification: Click here to enter text.



	
Potential Impact: Click here to enter text.





[bookmark: _GoBack]Data Privacy Disclaimer is attached as Annex VII below.

ANNEX III
Incident Management Process – Workflow Diagram




ANNEX IV
Incident – Reporting Template


INCIDENT REPORT – CEREMP
NRA Name: Choose an item.
Date: Click here to enter a date.
User Name: Click here to enter text.
User Email: Click here to enter text.
User Telephone: Click here to enter text.
Incident Priority: Choose an item.
Incident Description: Click here to enter text.




Incident Impact: Click here to enter text.



	

Data Privacy Disclaimer is attached as Annex VII below.



ANNEX V
Identification Form of Operating Agent


IDENTIFICATION FORM – OPERATING AGENT
NRA Name: Choose an item.
Date: Click here to enter a date.
New Operating Agent or Replacement: Choose an item.
Operating Agent Name: Click here to enter text.
Operating Agent Email: Click here to enter text.
Operating Agent Telephone: Click here to enter text.
Comments (if applicable):Click here to enter text.





Data Privacy Disclaimer is attached as Annex VII below.

ANNEX VI
Service Desk Contact Information

























SERVICE DESK – CONTACT INFORMATION

Email: servicedesk@support.acer-remit.eu
Telephone number: +386 (0) 15 855 555
The service desk will be available on:
Monday-Friday: 08:00 – 18:00




















ANNEX VII
Data Privacy Disclaimer

As any other European body, the Provider is subject to specific legal obligations concerning the protection of personal data and the processing thereof. Thus, all personal data provided by NRA in relation to the CEREMP is processed by the Provider in accordance with the provisions of Regulation (EC) N° 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data. Below, the Provider describes processing of personal data provided by NRA in line with the SLA. 
Identity of the controller in practice
Head of the Market Monitoring Department of the Provider.

Purpose of processing
Establishment and operation of the European register of market participant under Article 9(3), third sentence, of REMIT.
Lawfulness of the processing operation 
In line with Article 5(a)/5(b) of Regulation 45/2001, the processing is necessary for compliance with a legal obligation to which the controller is subject. More in particular, under Article 9(3) of REMIT (Second to Fourth Sentence), the Provider shall establish the register of market participants. Also, NRAs and other relevant authorities shall have access to the Register. 
Further, the Provider will process the data in line with Article 2.3, 4.4. and 4.5 of the SLA. 
Recipients of the data processed
In line with the purposes of data processing, the data is disclosed to the following recipients or categories of recipients: 
· Staff of the Agency working in the Market Monitoring Department;
· NRAs;
· Lutech (contractor and developer of CEREMP system, responsible also for CEREMP maintenance);
· Telekom Slovenije (contractor and developer of CEREMP system);
· S&T (provider and operator of the Central Service Desk for CEREMP).

If appropriate, access will be given to the European Court of Auditors, the European Ombudsman, the European Data Protection Supervisor, the General Court of the European Union, the European Court of Justice and the Civil Service Tribunal. If requested, personal data can also be disclosed to the European Anti-Fraud Office (OLAF).
Categories of data collected and processed
The Provider will process the personal data provided by NRA in line with the SLA and defined in Annex II, IV and V such as operating agent’s name, email, telephone.

Date when processing starts
Date of the SLA entering into force.
Data storage and data retention policy 
The data retention period for data is foreseen for 10 years.
What are your rights as a data subject?
The rights of data subjects are defined by Regulation (EC) No 45/2001. In particular, data subjects have the right of access, rectification, blocking of data, erasure.  
In line with the relevant national law, data subject may request relevant NRA collecting its data to: (i) clarify its rights and (ii) delete or amend such data, if such need arises and is supported. 
Finally, the data subjects may at any time consult the Market Monitoring Department processing the personal data, or have recourse to the Data Protection Officer of the Agency and to the European Data Protection Supervisor (contact details for DPO and EDPS will be part of the data privacy disclaimer, please see Annex 2 to this notification).  
Controller in practice
Mr Volker Zuleger, 
Head of Market Monitoring Department
Agency for the Cooperation of Energy Regulators (ACER)
Trg republike 3
SI-1000 Ljubljana, Slovenia
E-mail: volker.zuleger@acer.europa.eu

Mr Paul Martinet, Data Protection Officer
Agency for the Cooperation of Energy Regulators (ACER)
Trg republike 3
1000 – Ljubljana
Slovenia
E-mail: DPO@acer.europa.eu

European Data Protection Supervisor 
Mr. Peter Hustinx, Supervisor
Mr. Giovanni Buttarelli, Assistant Supervisor
Rue Wiertz, 60
B-1047 Brussels, Belgium
Tel: (+32) 2 283 1900
Fax: (+32) 2 283 1950
E-mail: edps@edps.europa.eu
Website: http://www.edps.europa.eu/
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