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1. INTRODUCTION

1.1. Purpose and Objectives
CEREMP is the IT application created and own by the Provider in order to:
a) enable Users to establish and maintain National Registers of Market Participants;
b) enable Users to transmit registration data from National Registers of Market Participants to the European Register of Market Participants;
c) enable the Provider to establish and maintain the European Register of Market Participants;
d) enable Users to access data from the European Register of Market Participants. 
The purpose of this SLA is to provide a framework for the delivery of high quality services by the Provider that meet the needs of the User in relation to the use of the CEREMP.
1.2. Definitions
CEREMP – Centralised European Register for Energy Market Participants, the IT application providing the functionalities described in Section 1.1 of the present SLA;
End-User – market participants as defined in Article 2(7) of REMIT and/or other entities acting on their behalf;
European Register of Market Participants - register established pursuant to Article 9(3) of REMIT;
Integrity (Data) – refers to the maintaining and assuring the accuracy and consistency of data over their entire life-cycle;
National Register of Market Participants – register established pursuant to Article 9(1) of REMIT;
Operating Agent - dedicated User staff necessary for operating the CEREMP system;
Party – each of the Provider and the User, together referred as “Parties”; 
Provider – Agency for the Cooperation of Energy Regulators;
REMIT – Regulation (EU) No 1227/2011 of the European Parliament and the Council of 25 October 2011 on wholesale market integrity and transparency[footnoteRef:2];  [2:  OJ L 326, 8.12.2011, p.1] 

RPO – Recovery Point Objective;
RTO – Recovery Time Objective;
Service - CEREMP hosting services, consisting of the provision of a suitable infrastructure (including both hardware and software) and the appropriate technical support necessary to ensure the availability of the CEREMP application to Users. The services also include the provision of the appropriate security measures to ensure the integrity, confidentiality and availability levels of the CEREMP data as defined in this SLA; 
SLA – the present Service Level Agreement between the Provider and the User which describes the Service, documents the Service level targets and specifies the responsibilities of the Provider and the User;
User – National Regulatory Authority as defined in Article 2(10) of REMIT.
2. GENERAL TERMS AND CONDITIONS

The User shall fulfil the following prerequisites at the latest by the date when the CEREMP production hosting environment is implemented and becomes operational:
2. 
2.1. CEREMP functionality
The User is familiar with the purpose and functionality of CEREMP and will use the system to:
a) maintain the National Register of Market Participants; and/or 
b) submit the data from the National Register of Market Participants to the European Register of Market Participants; and / or
c) access the European Register of Market Participants.

2.2. Security 
[bookmark: _GoBack]In accordance with the instructions issued by the Provider, the User carries out all appropriate organisational and technical actions required to ensure the confidentiality of its account(s) credentials. Except in the case of urgent action, the Provider consults the User and takes the User's feedback into account before issuing such instructions.
2.3.  Availability of staff
The User has already identified and, by the time the SLA enters into force, has appointed the Operating Agent(s). 
The name, surname and contact details of the Operating Agent(s) and any changes thereof should be communicated to the Provider without delay using the form in Annex V.	Comment by Paul Martinet: In the notification form, also the collection of these personal data should be mentioned, and the legal basis and purpose for why they are collected (i.e., the same type of info as given for the other data subjects).
The Operating Agent(s) must be trained according to the manuals and, if applicable, additional instructions issued by the Provider. 
The Operating Agent(s) must act as the first point of contact on issues reported by End-Users of the CEREMP. Similarly, the Operating Agent(s) will act as the point of contact for the Provider’s staff in supporting troubleshooting, maintenance and other relevant tasks.
3. RESPONSIBILITIES IN THE OPERATION OF CEREMP

3.1. Provider’s Responsibilities
The Service is provided by the Provider in Ljubljana (Slovenia). 
The Provider’s responsibilities include:
a) Service desk availability by email and telephone from 09:00 to 17:00, during the working days of the Provider; 
b) Provision of second-level support (i.e. for issues relevant to the hosting infrastructure, incidents and / or other issues that cannot be resolved without the Provider’s intervention);
c) Change management process including collection, review, approval and, if appropriate, implementation of requested changes; 
d) Incident management process including collection, review, resolution and, if appropriate, investigation of reported incidents;
e) Provision of User credentials and necessary information to operate the CEREMP;
f) Provision of a mechanism for the automatic and manual transfer of registration information to Users, subject to technical and financial feasibility.

3.2. User’s Responsibilities
The User’s responsibilities include:
a) Ensuring the availability of Operating Agents and appropriate equipment to operate CEREMP and to provide first-level support to its staff and the End-Users, as well as to support the rollout of new releases of the application, migrations to new technical infrastructure or general troubleshooting within the User organisation’s business hours. In case Operating Agent(s) are not available, the User shall provide adequate staff replacement and inform the Provider without delay using the form in Annex V;
b) Acting as the contact point for the Provider to report incidents to the service desk and be available to the second-level support staff for follow-up on incidents until resolution. When reporting incidents, the User shall use the process (and template) as communicated by the Provider;
c) Requesting changes based on the business needs and/or experience gained from daily operation of the system. When launching change requests, the User shall use the process and template outlined in Annex I and Annex II;
d) Ensuring dissemination of all manuals and, if applicable, additional instructions issued by the Provider to its Operating Agent(s) and assuming responsibility for their training;
e) Maintaining the confidentiality of its organisation’s account(s) credentials; 
f) Verifying, in conformity with the relevant EU legislation, completeness of  registration data that is created and transmitted while using the Provider’s services;
g) Ensuring the preservation (backup) of registration data that is created and transmitted while using the Provider’s services;
h) Perform regular quality checks on the registration data to allow for effective and accurate monitoring under REMIT.
4. SERVICE MANAGEMENT

4.1. Service Availability
The availability element relates to the performance of the Service during an agreed timeframe. High availability means that the Service is continuously available to User, with a minimal downtime and a prompt recovery. 
Functioning on a best-effort basis, the Provider aims to deliver the following Service levels with regards to hosting of CEREMP:
	Objective
	Coverage
	Service Level 

	Recovery Time Objective (RTO) which defines the time needed to return to normal operations after disruption 
	24/7
	≤ 48 hours

	Recovery Point Objective (RPO) which defines the closest point in time before the disruption to which the recovery is possible without any loss of data.
	24/7
	≤ 24 hours



The Operating Agent(s) shall contact the service desk according to the information in Annex VI.
4.2. Service Maintenance
In order to ensure the maintenance and the evolution of the technical infrastructure, the preparation and the execution of system installations/upgrades/replacements is expected to take place periodically.
For any planned maintenance activity, the Provider undertakes to inform the User, if it will be impacted, with a “planned intervention” communication sent at least 1 week in advance. The “planned intervention” communication will include the following information: 
a) description of maintenance activity;
b) expected timeframe;
c) impact on User, expectations from User. 
A communication will be sent upon completion of the intervention.
The Provider will aim to plan the maintenance activities in a way to achieve minimum impact on the User. Nonetheless the planning of the maintenance activities shall be at the sole discretion of the Provider.
As a result of unexpected failure, disruption, security breach or degradation, an unplanned maintenance activity might take place. In such a case, the Provider endeavours to send a relevant communication to the impacted User with as much notice as possible. 
4.3. Service Performance Measurement 
The service performance will be measured against relevant Key Performance Indicators to be defined by the Provider and provided to the User on a biannual basis, via a service performance information sheet. 
4.4. Request for Change 
The User may submit a change request relevant to the CEREMP application. Change requests may fall into the following categories (non-exhaustive list):
a) Identified bugs (technical errors or functional misbehavior); 
b) Recommendations for enhancing functionality and usability.
The Change Management Process workflow diagram is presented in Annex I. The template to be used by the User to submit requests for change can be found in Annex II.
4.5. Incident Management
The following may be classified as incidents:
a) Unplanned disruption or degradation of the provided service;
b) Security breaches or serious risks that they could occur.
The User may report incidents to the service desk following the Incident Management Process described in Annex III and using the template found in Annex IV.
5. FEES

No fees will be charged to Users for using the services subject to this SLA.
6. SUPPORTING DOCUMENTATION

The SLA encloses the following annexes:
Annex I – Change Management Process – Workflow Diagram
Annex II – Request for Change – Reporting Template
Annex III – Incident Management Process – Workflow Diagram
Annex IV – Incident – Reporting Template
Annex V – Identification Form of Operating Agent
Annex VI – Service Desk Information
7. SPECIAL PROVISIONS

7.1. Ownership
Nothing in this SLA should be read as conferring to the User any rights to the CEREMP system’s ownership, development and maintenance.
7.2. Obligation to inform
Each Party shall contribute to the implementation of this SLA to the extent that both Parties shall provide each other without delay all necessary information required to facilitate compliance with this SLA.
If either Party for any reason is not able to comply with this SLA, it will inform the other Party immediately, providing also the reasons for non-compliance and the plan to restore compliance with the SLA.
7.3. Breach of SLA
If the User is in breach of this SLA, the Provider is entitled to terminate or suspend the execution of this SLA, including preventing or restricting the use of the Service for the User, in accordance with the provisions of Section 7.6. 
7.4. Liability
The Service provided within the framework of the present SLA is offered on a best-effort basis. Thus the Provider does not commit to deliver the Service based on specific targets and is not accountable to the User in any manner.
The Provider is not liable for losses of data incurred by the User or its Operating Agent(s). 
The Provider is not liable for the actions of the negligent User or its Operating Agent(s). 
The User and/or Provider have a responsibility to do everything possible to prevent or limit the extent of the damage in case a potentially damaging incident becomes known to the User and/or Provider. 
The User and the Provider shall at all times act in accordance with this SLA and, if applicable, the User shall also act in accordance with additional instructions provided by the Provider.
The User undertakes responsibility for its own conduct, conduct of its Operating Agent(s) and any data that is created and transmitted while using the Provider’s services and for any resulting consequences.
7.5. Amendment of the SLA
Upon agreement from all concerned Parties, the terms of the SLA may be reviewed and amended. In such a case, the amendments shall enter into force with the subsequent release of the SLA. 
The Provider is responsible for facilitating review discussions and, if required, modify or amend the SLA’s terms, provided that a mutual agreement has been reached between the Parties.
The Annexes to this SLA may be updated by the Provider, where appropriate.
7.6. Suspension and termination 
When, in the case provided for in Section 7.3, the Provider intends to suspend or terminate the SLA, it shall notify the User in writing of its intention. The notification shall indicate whether the Provider intends to suspend and / or terminate the SLA, the time when the suspension / termination will take effect and the reasons for the suspension / termination. 
In case the suspension / termination of the SLA is due to a breach of the SLA, the User shall have one month following the notification to remedy the breach. Failure to do so will entail the suspension and / or termination of the SLA within one month. 
In those cases where a breach of the SLA by the User could jeopardise the functioning of CEREMP, the Provider shall have the power to suspend the SLA immediately. The User shall be informed in writing of the reasons for the suspension and be given one month to remedy the breach. Failure to do so will entail the further suspension and / or termination of the SLA within one month.
Without prejudice to the provisions of the first paragraph of this Section, each party can terminate this SLA by providing written notice at least three months prior to the effective date of termination.
8. FINAL PROVISIONS

The SLA shall enter into force, only with respect to Parties that sign it, on the date of signature. 
By derogation from the first paragraph of this Section, the provision of the Service under the SLA shall start when the Provider confirms that the CEREMP production hosting environment has been implemented and has become operational.
This SLA may be signed by either signing the joint List of Signatories or by signing a separate signatory page according to the model provided in Annex A. The individual signatory pages shall become part of this SLA upon their receipt by the Agency.

Annex A

Declaration on the Service Level Agreement on the Centralised European Register for Energy Market Participants (CEREMP)
In my capacity as [POSITION WITHIN THE NRA] I hereby declare that [NAME OF THE NRA] enters into the below Service Level Agreement on the Centralised European Register for Energy Market Participants (CEREMP) as of [DATE]. 

Done at _________________on ______________

Signature ___________________
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